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Abstract

Identifying Vulnerabilities in Cloud Computing Using Penetration Test

Cloud computing appears as one of the hottest fields of information technology and make this computational model one of most interesting to invaders. In this paper, we will present some of the strategies used by Cyber attackers attempting to successful invasion of Cloud servers, as also in various computer applications to their interests. Providing overview of hacking techniques, understand the ways and the main threats needed to identifies and resolve the issue. With the growing popularity of this computational model, the number of attackers tends to grow too. As well as the complexity of the systems is increasing, the tools used for invasion also have developed. Bringing it to Cloud Computing, we have to consider the information of thousands users that in some way can be used for leakage or elicit activities.
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